
BUSINESS CONTEXT

The Client faced multiple 
challenges with their Risk 
Management:

• Prevent the loss of confidential 
Bank data/  customer 

information and aid the bank 
to reduce the corporate risk of 
the unintentional or intentional 
disclosure of confidential 
information.

• Remediation of Data Leakage
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HOW A BFSI MAJOR SECURED SENSITIVE 
DATA & PROCESS WITH TECH MAHINDRA 
MCAFEE DLP IMPLEMENTATION

CASE STUDY



APPROACH AND SOLUTION

TechM’s approach and 
methodology was based on 3 
Phases:

• Implementation of Mcafee
endpoint  DLP solution to 
protect the data leakage from 
the endpoint devices by  
applying the multiple protection 
rules in various categories. (e.g
USB, Print, File sharing, 
sensitive keywords etc.)

• Implementation of Mcafee
NDLP appliances to monitor & 
protect the data in motion and 
to protect the Mail and web 
traffic by integrating these 
appliances with the bank’s  
MTA(Mail transfer Agent) & 
web proxy appliances. 
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IMPACT & HIGHLIGHTS

Addressed The 

Challenges Of 

Securing Data In Use, 

Data In Motion And 

Data In Rest

. 

Protected The 
Proprietary And 

Sensitive Information 
Against Security 

Threats

E-mail Access Control 

From The Endpoints 

&Protected The Data 

At The Web Gateways.
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