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Abstract

Digital Operational Resilience Act (DORA) is now a reality, and it is mandated for implementation for financial institutions in the European Union (EU) with effect from January 17th, 2025. The financial sector in EU has always been governed by a single rule book and this regulation aims at building single rule book on achieving digital operational resilience. This white paper outlines the scope of DORA for financial services firms and how to build a digital operational resilience framework and how to comply to this regulation.

Decision makers from the financial services industry, through this whitepaper, deep dive into the nuances of DORA regulation along with the benefits from the practitioner's view.

Key Takeaways

• Need for DORA and components of compliance
• TechM’s 5-Step framework
• Steps to achieve DORA compliance
• Tech Mahindra’s credentials in cybersecurity - governance, risk management and compliance

Introduction

According to Europa.eu, EU has 22000 financial entities spread across 27 member countries and constitutes to 14% of the world trade.1

Banks are key pillars of economic support for all the institutions that support the economic growth in the region. The real economy requires the financial system to perform a range of key economic functions reliably. These include financial activities like payment services, securities trading, securities settlement services and deposit taking, among many. These processes have become increasingly digitalised, creating new and important interdependencies.
Data points enclosed from Euro Area statistics highlight the interconnectedness:

Greater interconnectedness means higher the chances of a systematic risk that can pass from one institution to the other.
Regulators in the past have strengthened the financial system by physical resilience strategies by conducting stress tests to check the financial strength of the financial services firms and aided them by key actions like liquidity infusion, capital funding and more. Now the global financial system has become digital, and the regulators have been adopting digital resilience strategies to thwart threats from cyber actors.

Need for DORA
The EU financial sector is regulated by a single rulebook and governed by a European system of financial supervision. Exceptions to this have been digital operational resilience and ICT security. As digital operational resilience strategy is vital for financial stability that can eliminate systematic risks. DORA regulation should be seen from that direction. DORA regulation is mandated to all financial institutions operating in the EU region. DORA framework proposes key approaches in addressing ICT risk arising from cyber incidents. The outcome is to enable financial services firms to withstand operational outages to always preserve the integrity of the financial markets.

DORA Compliance
DORA regulation will be effective and be binding on financial entities in the EU region effective from 17 January 2025.
The components of DORA compliance have been called out in Articles 1 to Article 64. The key areas for building operational resilience have been highlighted in the chapters below:
Chapter 1 – General provisions
Chapter 2 – ICT risk management
Chapter 3 – ICT -related incident management, classification and reporting
Chapter 4 -Digital Operational resilience testing
Chapter 5 -Managing of ICT third party risk
Chapter 6 -Information sharing arrangements
Chapter 7 -Competent authorities
Chapter 8 – Delegated acts
Chapter 9 - Transitional and final provisions
TechM Framework to Accelerate DORA Compliance

TechM has developed an analytical approach in complying with DORA. The framework has been built based on deep insights from the business domain team and the security practice team. The framework has been sharpened by inputs from our interactions with clients, partners, and analysts.

Steps to Achieve DORA compliance: TechM approach

1. Identification and enhancement of the ICT systems for critical or important functions

DORA recognizes that all ICT assets are not equally important as all of them do not support critical or important functions. The foundational steps have been elaborated in articles 7, 8 and 29.

TechM approach has ingrained the objectives spelt out by the above articles and basis which the below analytical approach has been proposed.

- Identification of all business functions and mapping them to the ICT assets. TechM has multiple approaches that can be customized to suit the client’s maturity. For example: Leveraging single source of truth tools, internal accelerators, manual mapping exercise.
• Identifying the critical or important business functions and mapping them to the associated ICT assets. Tech M has built a full list of functions that are classified as critical or important. Our home-grown list of critical or important functions has been developed based on readings from various regulatory bodies like ESRB. These critical or important functions are classified for business continuity planning.

• Risk scoring of the Critical ICT assets. TechM has a developed an internal framework which aptly classifies the risk bucket of the ICT asset. Each of the ICT assets are qualified as low risk, medium risk, and high risk.

• Remediation framework of TechM will help financial services with a road map built on strategy for “risk reduction” on the ICT asset. The framework would highlight the ICT assets where no vendor lock in is accepted, which means these ICT assets need to be built in open architecture. TechM has strong capabilities in building open architecture ICT environments.

Mapping and identification of critical functions

<table>
<thead>
<tr>
<th>Classification – ICT service provider</th>
<th>Risk rating – based on control</th>
<th>Reasons</th>
</tr>
</thead>
<tbody>
<tr>
<td>Intra-group service provider</td>
<td>Low</td>
<td>ICT service provider is part of the financial services group</td>
</tr>
<tr>
<td>ICT third-party service provider within the EU region</td>
<td>Medium</td>
<td>ICT services are offered from the service provider registered in the EU region and are subject to EU regulation</td>
</tr>
<tr>
<td>ICT third-party service provider established in a third country</td>
<td>High</td>
<td>ICT services are offered from third country</td>
</tr>
</tbody>
</table>

ICT Risk Profile Approach

Figure 3: Classified -critical or important function - BCP Planning
2. Protection, prevention detection and learning:

DORA does not spell out what are the protection, prevention, detection and learning approaches to be adopted. There is no new approach proposed by DORA. The scope or the intent of DORA is covered in articles 5, 6, 9, 10, 13 and 16. The understanding from the above articles is that financial services firms must demonstrate that they are complying with the best of industry standards under this approach.

TechM has proposed a three-step approach:

- Assessment of current security posture with the industry security practices covering
  a. Infosec certification
  b. Privacy information management
  c. Business continuity management

<table>
<thead>
<tr>
<th>Infosec – security standards, regulations and controls</th>
<th>Privacy information management</th>
<th>Business continuity management</th>
</tr>
</thead>
<tbody>
<tr>
<td>ISO/IEC 20000 1:20 18</td>
<td>GDPR</td>
<td>ISO 2230 1:20 12</td>
</tr>
<tr>
<td>ISO/IEC 2700 1:20 13</td>
<td>ISO/IEC 2770 1:20 19</td>
<td></td>
</tr>
<tr>
<td>ISO/IEC 270 17:20 15</td>
<td></td>
<td></td>
</tr>
<tr>
<td>ISO/IEC 270 18</td>
<td></td>
<td></td>
</tr>
<tr>
<td>SOC 2 Type 2</td>
<td></td>
<td></td>
</tr>
<tr>
<td>NIST SP 800 - 53</td>
<td></td>
<td></td>
</tr>
<tr>
<td>NIST Cyber security Framework</td>
<td></td>
<td></td>
</tr>
<tr>
<td>PCI D88</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

- We enable clients in building compliance to the above security standards. TechM has a credible history in handholding its clients and complying with the industry certifications
- Automation of dashboard to the senior management. TechM can build a live dashboard on real time environment which will show the compliance posture and enable action on the missing compliance areas.

Figure 4: Tech Mahindra’s compliance management framework
3. Incident management, classification and reporting:

DORA does not spell out what are the incident management, classification, and reporting approaches to be followed at the organization level. Credit institutions classified under Article 6(4) should submit a report to the competent authority. The scope of the intent of DORA is covered well in articles 17, 18, 19 and 23.

TechM has proposed a four-step approach:

- Assessment of current security posture with the mandated industry security practices like covering Infosec certification, privacy information management, and business continuity management for incident management, classification, and reporting as mandated by the security industry.
- Enabling compliances against the identified missing gaps.
- Tech M has developed a next gen SIEM/SOC platform with a repository of more than 1000 patterns in identification of an incident. This can be leveraged by the client.
- Automation of dashboard to the senior management.

Figure 5: Prevention, detection, and learning architecture
4. Response, recovery, back up and communication:

DORA clearly calls that Business continuity plans are to be enabled for all ICT assets that support critical or important business functions. The objective is to ensure the continuity of the financial services that are identified as critical or important functions. The suggested approach has been covered in Articles 11, 12 and 14.

TechM has proposed a three-step approach, which would enable the financial services firms to put a BCP strategy. The industry standard certification to be adhered is ISO 22301:2012.

TechM proposes three steps:

- Business continuity plan would be enforced on all ICT assets that are identified to support all critical or important functions which were identified in Step 1.
- Validate compliance to ISO 22301:2012 and validate if compliance is in place. If compliance is not in place building the compliance standards
- Prepare a document which would be a register with detailed workflows, roles and responsibilities and actions to restore.

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Initiation</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Identify assets in scope</td>
<td>Define asset dependencies</td>
<td>Understand risks to these assets</td>
<td>Review BCM policy &amp; framework as per best practices</td>
<td>Identify key stakeholders</td>
</tr>
<tr>
<td>Define criticality parameters and recovery timelines</td>
<td><strong>Business Impact Analysis</strong></td>
<td>Define BIA template</td>
<td>Assess impact from multiple categories (revenue, legal, regulatory etc.)</td>
<td>Identify RTO &amp; RPO of business assets in scope</td>
</tr>
<tr>
<td><strong>Continuity Planning</strong></td>
<td>Define Failure scenarios and Continuity Strategies</td>
<td>Develop recovery plan</td>
<td>Crisis Management</td>
<td>Emergency Response</td>
</tr>
<tr>
<td>Document recovery plan and procedure</td>
<td>Define roles &amp; responsibilities</td>
<td><strong>Implementation</strong></td>
<td>Obtain business continuity plan approval from management</td>
<td>Train personnel based on the roles assigned</td>
</tr>
</tbody>
</table>

Testing
- Develop Exercise Plans
- Conduct Exercises as per defined frequency
- Document Findings & generate report on BCP/ DR Readiness

![Business Continuity Management Framework](Figure 6: Business continuity management framework)
5. Security Testing:

DORA regulation on testing is to ensure financial services firms have a sound and comprehensive risk management framework. The scope has been detailed in articles 24, 15, 26 and 27.

TechM proposes two steps:

- Handholding the client and conducting advanced penetration testing on TIBER-EU framework and identify the gaps. Run comprehensive ICT testing against a defined catalogue covering application penetration testing, infrastructure penetration testing, DevSecOps, security awareness programs and cloud security.

- Building an enhanced resilience approach based on the learnings from failed scenarios.

As the deadline for compliance with DORA is on 17 Jan 2025, financial services firms in the EU region will have to start preparing their approach in complying to DORA before the deadline. At this critical juncture financial services firms can rely on the expertise of Tech Mahindra in complying with the DORA framework. TechM has strong credentials in the cyber security space with built-in frameworks, IPs, and consulting.
Tech Mahindra: Credentials in Cyber security - Governance, Risk Management, and Compliance

We offer GRC services, that leverage accredited consulting skills and real-time AI-powered dashboard for delivering end-to-end risk and compliance. Tech Mahindra is one of the earliest Indian system integrators to have built a DORA compliance framework for financial services firms in EU region.

Tech Mahindra has been successfully delivering cyber security services to Fortune 1000 clients globally for more than two decades.

Our service offerings

<table>
<thead>
<tr>
<th>Service Offerings</th>
<th>Capability</th>
</tr>
</thead>
<tbody>
<tr>
<td>Advanced threat management – SIEM / SOC</td>
<td>✓</td>
</tr>
<tr>
<td>Application security – VA/PT, DevSecOps and others</td>
<td>✓</td>
</tr>
<tr>
<td>Cloud security</td>
<td>✓</td>
</tr>
<tr>
<td>Cyber advisory – strategy assessment and awareness</td>
<td>✓</td>
</tr>
<tr>
<td>Cyber risk and analytics</td>
<td>✓</td>
</tr>
<tr>
<td>Data security and privacy</td>
<td>✓</td>
</tr>
<tr>
<td>Third party risk managment</td>
<td>✓</td>
</tr>
<tr>
<td>Network security</td>
<td>✓</td>
</tr>
<tr>
<td>Industry leading partnerships to strengthen the offerings</td>
<td>✓</td>
</tr>
</tbody>
</table>
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- IDS – Intrusion detection system
- IPS – intrusion prevention system
- AV – Antivirus
- DLP – Data Loss prevention
- EDR – Endpoint detection and response
- Waf – Web Application Firewall
- SSL – Secure socket layer
- LBP – Location based privacy
- AD – Active directory
- SOAR – Security orchestration, automation, and response
- SOC – Security operations center
- CSIRT – Computer security incident response team
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